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**A brief summary of presentations (If any)**

Presentation by Ms.Lim May-Ann focused on the compliance costs associated with the diverse privacy and data protection laws in various jurisdictions. She focused on the need for uniformity in regulations to reduce compliance costs for businesses that operate across jurisdictions.

Prof. Park's presentation focused on the NSA revelations and the need for protecting anonymity. He stressed on the large number of telephone tapping that occurs in Korea.

**A substantive summary and the main issues that were raised:**

Ms.Mishi Choudhary started the discussions by focusing on how the trust of citzens has been eroded by the revelations of surveillance made by Edward Snowden. She pointed to the fact that it is troubling that many countries including India did not protest to the manner in which surveillance was carried out by the United States. She also threw light on the fact that India was the fifth most surveilled country as per these revelations.

Prof.Park gave examples of surveillance from a Korean context and explained how telephone tapping was rampant in the country. He said that in 2011 alone, 7,167 phone numbers were tapped in South Korea. He also said that there should be a judicial warrant to get access to any private data of an individual.

Mr.Prasanth Sugathan explained the laws relating to surveillance in India. He said that an application under the Right to Information Act filed by SFLC.In had revelaed that on an average around 7500 telephones are tapped per month based on orders issued by the Central government in India.

Mr.Shahzad Ahmad said that Snowden's revelations showed how that Pakistan was the most surveilled country. He stressed on the dangers of mass surveillance and focused on the right to privacy of individuals.

Mr.Rajnesh Singh stressed on the need for civil society, the technical community and business to work together to restore trust on the Internet. He said that there is a need for a globally accepted legal framework in the case of targeted surveillance.

Ms.Lim May-Ann stressed on how businesses are finding it difficult to operate with the increasing compliance costs associated with data protection and privacy laws in various jurisdictions. She stressed that there is a need to classify data as non-strategic, non-security sensitive and national security data.

Mr.Saikat Datta explained the various issues with the surveillance laws in India. He emphasised that there is no oversight mechanism for surveillance in India.

**Conclusion & Further Comments:**

The discussions showed deep concern about the rampant surveillance of communications and how privacy rights of individuals are violated. The panel was of the view that there should be sufficient safeguards to protect privacy of communications and that judicial warrants should be the norm for Governments to gain access to private data. However, FISA courts in the US have shown that judicial oversight may not always ensure protection of rights.
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